
Data Protection & Backup 
Workshop
Accelerate Cyber Resilience and 
Recovery Preparedness

This workshop helps your organization evaluate, strengthen, and modernize 
its data protection and backup strategy. We focus on aligning your business 
continuity goals with resilient, secure, and scalable backup 
architectures—whether on-prem, cloud, or hybrid.

Who Should Attend

Objective

IT Directors / 
CIOs / CTOs

What We Cover

Cybersecurity 
Leads

Infrastructure & 
Operations 

Compliance & 
Risk Officers

Key Focus Areas Description

Current State 
Assessment

Evaluate existing backup and recovery workflows, technologies, 
and SLAs.

Threat & Risk Landscape Review ransomware readiness, insider threats, and compliance 
risks.

Modern Backup 
Architecture

Explore cloud-native, immutable, and automated backup 
strategies.

Recovery Readiness Define RTO/RPO targets and map them to real-world scenarios.

Zero Trust & Security 
Controls Understand access controls, anomaly detection, and auditability.



Workshop Format

Duration: 1–2 days

● Custom Backup & DR Health Report
● Recommendations Roadmap
● Executive Summary PresentationFormat: On-site or Virtual

Deliverables

Benefits

Identify gaps in data protection posture

Align IT and business continuity goals

Strengthen defences against ransomware

Validate compliance with regulations (e.g., GDPR, HIPAA, ISO)

Prepare for fast, clean recovery in the event of disaster

Optional Add-ons

Rubrik or Veeam Environment Deep-Dive

Microsoft 365 / Azure Backup Assessment

Cloud Migration Planning Session

Contact to Schedule

Kevin Johnson, Data Protection Platform Lead

kevin.johnson@sysgroup.com Scan to Schedule Time: 


